DevResults Data Security
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We take the security of our customers data very seriously at DevResults. DevResults is hosted on Microsoft Azure as a
Platform as a Service offering, and all data in transit and at rest are encrypted by default. You can read more about
Azure's encryption policy here and here. All network traffic utilizes TLS 1.2.

The diagram below details how data flows into and out of DevResults.
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* All connections encrypted by TLS 12 via port
443

To learn more about how we protect your information, please see our security policy or reach out to us at
security@devresults.com.

Didn't answer your question? Please email us athelp@devresults.com.

Related Articles


https://docs.microsoft.com/en-us/azure/sql-database/transparent-data-encryption-azure-sql
https://docs.microsoft.com/en-us/azure/security/security-azure-encryption-overview#encryption-of-data-in-transit
https://www.devresults.com/security

